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1.1 XHEfET

AXEBNAT Allwinner REHENARSTHEE. TETEMNARETF normal AR B, BE
WHRe. ¥2B5h (Secure Boot) . REAR4 (Secure OS) . ¥£MNA (Trusted apps)
EHmE. AXMBHERE. £2B5) (Secure Boot) . KEARH (Secure 0S) . KENAM
F%& (TA/CA FF&3551) « BEHEPEME. RELARAKE Flash FWMBRE/LNHFEHITNSE.

1.2 BiRRE

Allwinner B&FFEHIHEXEARA SR

1.3 EAEHE

Allwinner H{4E &,

Allwinner £/ 4.9 S{ESRZEH kernel WEHF &,
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2.1 RERENA

ZE2RAARETHEAESNHNREMRAAL R, HTEZANESRERAATRNTEMS. REM.
AR, NTTARGFRE—INAENIETIFR,

2.2 BHFEMNEA

2.2.1 EMERE

BAX Po HEEMERINXZA, FRBAS

BEX Yo MBERXA,MMAE,

IMRZEE E(D)s’ AT SEIMBAN BB 5 MBS XX BA XX Y — AR K R
250 Ko BIARNENBRERIARIXESN.

Y JﬁY
[
I

o T

e

TEP waEE| O
Exe Dxd
Iz HRKe BEHRKd

2-1: MERXEIIE

2.2.2 MERE

a. WMMNEERZE: %, BERANEE—1EH. il AES i,

b. IFMMBEZE: 1%, BERANEAENESR, —NER “2F”, RMHA, Z— 1 EHEFE, A
Thif. HPR—BRATME, Z—IERTHRE. tbtil RSA Bi.

WRAFRE © BseEREROERAE. RE—TNF 2
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c. 8% (hash) 8% —MREERZ, E—E2EEKENKEEIHESIEEKENRLE, BF
BT X MR FEIRIB T BRI HIE,

Fh Y]
3 w
T W |
ARrFR s 5k
] 3
Fx B — T
X0 Bk

& 2-2: WHRRIEXTFRINZE

SHA256

BFER BERE

r

2-3: fAEHE

2.2.3 FEE5IH

VFER: RFERZRIFNNBANEBEEASHFRHERANN A, AFEIRILEEEHERE
HOERREN, ERERETIARELSIN; AIRIEERSBELAREREINERBEIEMEDR,
EENXMHBEREX .

‘ lRSA?FA%ﬂ
\ 3

Wov 2

2-4: BFEZ

WA © BSEERERHERAE. RE—TF 3
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2-5: WIFEH

HFUER: B—TMRIEBENFOBFERNEEL2ABRAEEE S URLIABBNIXMG, B—
M 1% B BB F A

CATLEH

HFUE T

CAHL: EBFZUE (Certificate Authority) Fis

2-6: JEPLEM

2.2.4 efuse

efuse: —AMRAIRIEBLE AR, BL SoC £/ 7T —1 efuse BHRIEBZ{EN OTP (One-Time
Programmable, —X4A4RIZ) 7ZfE88, efuse NEPHIERAEM 0 TR 1, FEEM 1 TR 0, B
ﬁEE)\_;T\o

2.3 TrustZone

TrustZone & ARM {IEHMZEBAS R, ETERHEBIINZSIREFARIEHEIUEEAR, B3
AERMITIFE (Trust Execution Environment) . TrustZone RAEE M TEFAT.

WA © BSEERERHERAE. RE—TF 4
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Normal world Secure world

Secure world
user mode

Normal world
user mode

-

Secure world
privileged modes

Normal world
privileged modes

L-—r Monitor mode 44

2-7: TurstZone RHIEHR

TrustZone AR REHZRRERANIFE, 25AREMHR (Secure World) HIFRLMR

(Normal World) , FiE BEREZENIREELTSHRANT, EREEEIFLESHRNT, 2ottt
A5ER LM RIET monitor mode FKi#HITHIHR, BEAEE (TrustZone security whitepa-
per.pdf)

2.3.1 OPTEE

RZABET TrustZone #HH THENZLIRERE, SEEXIENLI AR, BEREAEHSERE
GP (GlobalPlatform) #7/&. GlobalPlatform E—MET I HERTEARAS, MHOTFHE. i
EHEAGZEOANEARINE, DEEZNAFIVIMENERRERZ S, A ERENISEE,

OPTEE = Linaro EX&Eftt /L MAT—ESEAF&ET ARM TrustZone KASLILH TEE 75
%, B GP thk.

2.4 HHXKIE

e SMC: Secure Monitor Call, ARM £ HE—%35<, AL CPU M Linux (3F&2) Hix
BkE2E) Monitor (£%£) EXHIT.

e RPC: Remote Procedure Control Protocol, OPTEE 1, BFi&fE Linux F&RIRH—Fh
M#l. Ebal,OPTEE FAREEIEE X4, #iiEid RPC A Linux FHIXHRZF TR

REE: Rich Execution Environment, & B X, BRBREENRITIFE, thalE R
Linux,Android 245,

e TEE: Trusted Execution Environment, BJ{SHITIFIR, BILEHITHIE, X MR, Fr
B, RRE AP A LS ER,

WRAFRE © BseEREROERAE. RE—TNF 5
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e TA: Trusted Apps, £ TEE THRITHNBRERF, THRAFSERIPHMES, LT HEBREFR
o

o CA: Client Apps, 7£ REE THITRNARER, ST EER, FTHEERIFIES, LIEEEM
o

e UUID: Universally Unique Identifier, :@BM—iR5I15, H=a1BHAMEE], BE#ES, Hl
2RFUES (W0 MAC) A%

WRAFRE © BseEREROERAE. RE—TNF 6
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TrustZone HABRL 2R EMEAMIMINERIR, allwinner F & £, REFREHFIRAY
fREEI e ERIMEHITER], AAETE=1:

e spc(Secure Peripherals Control)

EEIMNRZ 2R, FIMBIRENG2E, ZRIMRBEARE R A RIERNR, FRLHRT
TR, 3R 0,

e sid(Secure ID)

5%l efuse BIAIAl, efuse HIIHIEI R EEIEID sid ERHTosid BAFIEL L, RLIELLIYTIH
in], 1Bi@3d sid ihir] efuse B, 2Ll efuse FREZRESHMRARILIAE, LS RIFRNSEELSE
REEA 0o

e smc(Secure Memory Control)

EHRNEHILRIERYIGE, RMUTENRNEFRIRENREE, ZZRANREFERE LR AN
8], LR EELRL, %A 0o

WA © BSEERERHERAE. RE—TF 7
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4.1 BEA[RE

secure boot BEndiEH, THERBIN, ZENARMR MR, RIVBIRA5IRRS%. KE
FEINANRKEERIEDNR, ELSISRAFHHENERIE

Z2MRETEHNR N EHIT:

4.1.1 EFIEHREERL

B 2EEIED, ERIERTEHNBEE, SHEIBERENGE, SERIERICRNE 4G
#FE, MLPRTERINESHREESLL, mETRISAAE R OK, EH4mZ N FEHA
B, brom->sboot->atf(64 {IF&,32 T & NEkid)->OPTEE->uboot->boot.img BIEshiE
ZH, 1 FEMGEEXIMENE R B T ZFEGNRERNE. BRENSENTLB5.

B &FEANEREIERIEN F:

. {£/A efuse R rotpk MFAIIBEHIZRM rotpk BB 1%,
. A rotpk IIEIEPHIEME,

. FAIERFIERHN QPRI FE SR B A M.

. ERFEHXIRAEFHIERVE & BRI FEGNE M.

B W N -

WRAFRE © BseEREROERAE. RE—TNF 8
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Yerify Flow

—_—

ot Certificate

4-1: EfFRIETE

4.1.2 BrEIRIRAE S
B 2aE— M AFHERORIRAS, S X NEEHEIEEAS SEENREAS, B
RASATFEFOAITROMRASE, IHEHFNPERIRIES.

A SRFEMAMEENRES, BREENRETSHFAEETINREEHF, RESHRARH
(B,

ENAUWAEEM- MO0 B HERZLEH, F8E secure boot,

WA © BSEERERHERAE. RE—TF 9
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4.2 BCEZRIH

IEBHNERSTEELESIHR2EGNITERIETR, THIINCE, RAFBREEIPERNER
HERAXEIR], ECEAZEMM, F—TMEERRMNEBEANERTREMTRR, E-MEERZ
AIERIFRYE SR, Mt AR RIS BRUNT:

a. EEH

1517 build/createkeys TH, EEXNNT & /G, BRI B ZE AT,
ERMZEALIT out/$(platform)/common/keys BF o

Hr rotpk.bin AERESH B, AFRIERIEBHAH, Rotpk.bin FEERR T ZLEHH
BEEAIRRESH R, FEAERER, #0 rotpk 5BE, HittAiTEEGRBTAHEGEESE
HFAH. — 1 EHRZ N IR AR, B0 EARMNREANHITERZIANE,

A B

REFPMEEEXREN, YAREFEA. ERNERINEZERE.

b. EREBEA

MR ZAIBRE RS ZH, BB HAXEHE longan/out/$(platform)/common/keys B FED
A,

A &g

BN AHHERBHBERET SEGTENSEMTERN. A FEERNEHFTTAT B FERLEAN
T8, SWHTadIERRSENETEEERNE AR,

4.3 BCEBA[EIRIRZASS

SRS FEHRE R, SXLLEGIIARAES SIS R AEFRERRES,

FAEIRRRZSS 1 longan/devices/configs/chips/$ {chip }/configs/default/version base.mk
PFHTERE, XHFPEEER N EMEAEE:

# define the verions of the image

# format: main

# such as 1, 2

# NOTICE: the range of main version is from 0 to 31,

# ROOT ROLLBACK USE ---0:not used,l:used

# when you change the version, you must increase main version, and never reduce the
versions.

IR © HiB2EREROBIRAR. RE—INF 10
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# the default version is 0

ROOT_ROLLBACK USED = 1
MAIN_VERSION = 1

ROOT ROLLBACK USED

=HIEFM BROM FRHMREIRRES, FaHEX, BLERE, FREIAMERNE,
o MAIN VERSION

EBIBAEIRIR A S, AIASERER 0-31, EEEAEMESH SEEIANEHRESEIEKK.

4.4 EpREEH

£ longan B & Ti&17./build.sh pack secure EIA{T B % £ E .

4 BIEHTE longan/out/ BERF, A phoneSuit TE#{THER.

4.5 ROTPK %5

Rotpk i#@id PC i T E dragonSN #1T/%Rs DragonSN TEi@E usb 5&&@S, ITHI&E
RRIEED rotpk (52, NRAKZIECE, % burn_key=0 238, BFERFSRUT:

1. B2E& burn key Bt

IRE burn key BMEN 1 5/ 18&7 =% UK DragonSN &id usb ZaNEE, HITHEMK
HRRITE, ZEME=MEHRTS5 .

o A—: kA RXETF uboot SAZXHEAIGEWIIIENR, v853 AR LR, TEXfdevices
/config/chips/${chips}/configs/${board}/sys config.fexHd,[target] I, Y1 TFE, WMRKEXA
B, ¥ burn _key=0 &I,

4-2: BREE key BMEA—

WRINFE © HRB2ERRRNERAR. RE—IF 11
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o A WAXAETF uboot BIMITIGEMAYIE IR, X longan/device/config/chips/v853/
configs/perfl/uboot-board.dtsFRfY &target I, 1B,

&platform {
eraseflag

I

&target {
boot clock

burn_key

= <088>;
<1>»;

4-3: EBER key BMERHZ

o ﬁﬁz lttﬁftﬂ"”t?ﬁé&%%: EY#Flongan/device/config/chips/v853/configs/default/env.cfg
FEY burn key IR, S0 FE,

sunxi-uart,B8x82520888

=/init

-3

4-4: BREIR key BEAR=

1. 18R 2EHHIER, TERERNEROINS RERE rotpk [LE, BAREER rotpk R
NPV oA:SPUS ENL =

2. 7 PC iwE2E DragonSN T EBEFia1T.
3. 1&%&&T usb 5 pc EERFEFV.
4. DragonSN ERig&BEZEEHARKER (¥ DragonSN TEMFERAMA)

o rotpk ERENN\WIIHAYLIESIE,
AT RIEFARIREEIR rotpk, HRE/NIHSMEIMNILE, BERENT:pc TATAB

rotpk,uboot EMIAS HFIEHE rotpk LA 15K Monitor ERi% rotpk. XJF 64 A
£ &,Monitor &4 ATFE, 3¥F 32 i &,Monitor 4 OPTEE,

WRINFE © HRB2ERRRNERAR. RE—IF 12
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PC L TEEER 3. iE Hsecure os
dragonsN | E9Rotpk » Uboot — »  Secureos

$Frotpk

2. T & Rrotpk
SZEEE fropk
ETEE

4-5: rotpk FFEES/ ) \WlimhIE

4.6 EEFIMN

1. rotpk REERR—R, RREFABENR, BZERE (BCEEPB-a. EWMER) PERNER
X o

2. IRIR2EMNE, SHABRELERSWEHHTREMNE, XNMREREBEN, SENL
FEINEMAERH. RREEGHNEBEGArESER.

3. BRKRER rotpk BY, BEIRIEH L AIABVIRIE, HEHTTRERVIDIETRIZ.

4. BRWEE, BHRRIERBAEIRRAES A 0o

WRINFE © HRB2ERRRNERAR. RE—IF 13
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secure 0s

5.1 OPTEE /M43

Allwinner BT & %A OPTEE £} secure os BISEI, ©=4&&E ARM Trust-Zone #
TEE/GP &=\l i5 &, @it OPTEE ¥{EMH TrustZone AR, BN OPTEE G, E{TR &% A
AR TERFTR, FTENSEMAN OPTEE &, R4 <ttt

Rich OS
o > .
Native Applications ] 0 P-T o8 T

4
Wrapper APls
optee_client

DRM Pa t orporate
...................... desssssmmmnnn, b ionlﬁpplicatiun

Trusted 5 Led Trusted
TEE
|&Jpplicant| TEEC P AR I Optee_os
2 P A’

.......................................

USER

USER

TEE Internal API

. A B

locure TEE core [TEEfunctmnsa‘Ilbs 5 8
J 2

2

. (crypto...)
Monitor

PRIVILEGED

HW resources
crypto, timers, watchdog, fuses

ARM® TrustZone®enabled

chipset

5-1: OPTEE Ef&Z%E#4

5.1.1 OPTEE OS
7IE177E TEE FRH oso FEAR:
1. TEE THESREE.

2. TEE THYZHIRDEC,
3. A TEE THNARFRERFER, XERAFHES GP MER TEE internal API,

WA © BSEERERHERAE. RE—TF 14
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5.1.2 OPTEE linux driver

REE Fi8i53K TEE HIBEMNEFIRHRSEE, EE@T TrustZone 1I8ER smc ERAA
1To OPTEE linux driver 37 X%¥iEX, REE X TEE IFERIER A EIZIRIEEHE, B ¥y
OPTEE linux driver 89 10 ctrl #OTF %,

5.1.3 OPTEE client

OPTEE client B/ NAi&

a. XF REE ¥ TEE BVi53K,GP EfEMNEIEO, #7189 TEE client API, OPTEE client 323}
X3z REE ME TN AEFEREE{ Y TEE client API O {TRIZENT M TEE
Eljlﬁjzo

b. OPTEE OS HFiE{TREEEIAR REE IR HEN#HITXH1%(E. OPTEE client 1ZWIXLEERK
Fi#H1TIE, 90 TA (trusted apps, 7 TEE HIBiz{THNBEF) MIIE. TA F6&87F REE
IFIERIXHAS, 1517 TA BY,OPTEE OS 153K REE %2EX TA WWEUEEHEHTME (BEHHX
REE T TA #EXBIFABAIENE) o

5.1.4 TA/CA

TA:Trusted apps, i177E TEE HMENNBRERF, 8UXE ENEZELIEE TA #1T,

CA:Client apps, t#59 NA (Normal apps) . 7 REE & TN BRER, BMESABIN A
5

TrustZone R ARRIERAEARLILA M REE FTHNAERFIERK TEE FTHNARFRITELE
KRS B BRI

WINEFA P 250, REE 1A P IANER, TEE b3 AFRRANZBSIEENEBEE —H.
RO/ AT, XERME REE Se2 MEMIRERN BRI ER TR T RN E
FMVISIE, RIET EREFEENET S,

XETNEEAHRE TA/CA BLA LI, CA fEX client KifEiFK, TA A IE,

5.2 TEE =1TIFRECE

AT TA/CA BEBIEEERETE, HEFMEKR, EERIE TA/CA 5178, TEE HI{THIEE AL
BEFTEE, BN OPTEE OS. OPTEE linux driver. OPTEE client BB Z YHFIFE
iB17, FEZEMNAMREBINAIEE,

WRIRFE © HRB2ERRRNHERAE. RE—TIMF 15
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5.2.1 OPTEE OS

ZLEHERIFNELES OPTEE 0S, BZ£EH#E#1T secure boot MiZizH &

OPTEE OS., TFHEFIMCE,

5.2.2 OPTEE linux driver

a. AZRIFECE

RIZRIZFETIN linuxdriver, EEBE A AT

1. 7£ longan BR F#iA./build.sh menuconfig #NAZAEE Ul

2. {FEEfLE:

eneral setup --->
[*] Enable loadable module support --->
-*- Enable the block layer --->
latform selection ---=>
us support --->
ernel Features --->
oot options --->
serspace binary formats --->
ower management options -.->
PU Power Management ---=
[*] Networking support ---=
Device Drivers ---
irmware Drivers
ile systems --->
[ 1 VYirtualization
ernel hacking ---=>
ecurity options ---=
-*- Cryptographic API --->
ibrary routines ---=

5-2: HNREHECE

3l

=1
~F

WRAFRE © BseEREROERAE. RE—TNF
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lguration

r> selects submenus ---> (or empty submenus ----).

Highlighted letters are hotkeys.

Pressing <Y> includes, <=N=>

Press <Esc»<Esc> to exit, <?> for Help, </> for Search. Legend: [*] built-in [ ] excluded <M> module < > module

*

/\'—I\'—'*l\'—'.’\'—'
Vi V= V= e

[

1

pmsg drivers ----

0C (System On Chip) specific Drivers ---=

eneric Dynamic Yoltage and Frequency Scaling (DVFS) support ---=
xternal Connector Class (extcon) support ----

Memory Controller drivers ----

ndustrial I/0 support ----

ulse-Width Modulation (PWM) Support ---=
ndustryPack bus support ----

eset Controller Support ----

MC support ----

HY Subsystem ---=

eneric powercap sysfs driver ----

< = MCB support ----

[

1

erformance menitor support --->
eliability, Availability and Serviceability (RAS) features ----
ndroid ---=

< > NVMEM Support ----
< > System Trace Module devices

A

[

>

ntel{R} Trace Hub controller
PGA Configuration Support ---=
UNXI MPP support

]
< > Trusted Execution Environment suppory

EE drivers --->

5-3: f£8E linux TEE driver

LU K# N TEE drivers —-> 4)i%:

r> selects submenus ---> (or empty submenus ----)., Highlighted letters are hotkeys.

1tE drivers

Pressing <Y> includes, <N>

Press <Esc=<Esc> to exit, <?> for Help, </> for Search. Legend: [*] built-in [ ] excluded <M> module < > module

< > OP-TEE

[

]

P-TEE Benchmark (EXPERIMENTAL)

5-4: {E8E TEE driver F OP-TEE B9 driver

5.2.3 OPTEE client

a. MAIINMITHZSER tee-supplicant N AR

BRIZHFHXH# N E longan/out/$ {platform}/linux/common/rootfs def/3f XHFETF:

XH#& EIE

tee-supplicant bin/
libteec.so libteec.so.1 libteec.so0.1.0 lib/

WA © BSEERERHERAE. RE—TF
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A &g

N5, £ longan BRTiBIT./build.sh A&ISHEBMNEIEER supplicant RAEFITEIIRXE
R,

b. iB1T tee-supplicant N EIEF,

1) BmE— (FaR5h)

7£ linux IF1ETF, ]3| tee-supplicant FAIEE R (/bin), $11T:

(./tee-supplicant & )

A BE

tee-supplicant BETESEMMEIFIA TEE BNER, F&EE, EFERME &',
2) A (Bshiash)

f&eL linux #4a1RIE, FVESBEIEE.

5.2.4 TEE HIEREZERE

a. TEE HEHNREER,

TEE IMEFERNAES 3 B9, FEHAR/NE optee os FRIFEHIERE, 3.7 HRASH optee ZiFEE
uboot B fdt 12X memory layout, &7 share memory #1 ta memory BI K/, ERIAXHF,
FIFEEE uboot #F (uboot T4 fdt AUMILLS optee REX fdt) » B IERWMT:

i. HERF: BTREESTEEMEIERMR, TrustZone RHREESTEEMN X Ei@id smci# (T, smc REEE I FFETIA RN
iR, EZMHIEET R EAEHITRIR,

ii. Optee osiN7F:optee osTAMMATE. optee osiIHEILAIETT,

iii. TARTEHE:INHTA. METAE. HRHNRNESTE. Hoptee osHITHEL. DELE—NTANKNEREEBRTAS
optee_osifia], EMtMTAT KR,

1) 7£ optee os BFRIFIEE FE I BT HAMENNR,

“wie

diff -git a/core/arch/arm/plat-sun50iw12p1/conf.mk b/core/arch/arm/plat-sun50iw12p1/conf.mk
index 2ea4602..46192f5 100644 — a/core/arch/arm/plat-sun50iw12pl/conf.mk +++
b/core/arch/arm/plat-sun50iwl2pl/conf.mk @@ -35,3 +35,5 @@ CFG NUM THREADS

WRIRFE © HRB2ERRRNHERAE. RE—TIMF 18
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=2 CFG SUNXI KL SUPPORT =y CFG SUNXI MIPS SETUP =y +CFG SUNXI FDT

= y +CFG _EXTERN DEFINED MM LAYOUT = y diff -git a/core/arch/arm/plat-
sunb50iw12pl/main.c b/core/arch/arm/plat-sun50iw12p1/main.c index c182a6b..1683318
100644 — a/core/arch/arm/plat-sun50iwl2pl/main.c +++ b/core/arch/arm/plat-
sun50iw12pl/main.c @@ -83,7 +83,6 @@ sunxi hash install(); /sboot did not use
all sram, clean part of it should be enough/ memset((void *)sunxi sram base, 0,
SRAM SIZE); - sunxi smc_config(TA RAM START, TA RAM SIZE); }

void console init(void) diff -git a/core/arch/arm/plat-sun50iw12p1/platform config.h
b/core/arch/arm/plat-sun50iw12p1l/platform config.h index c58e8b5..80e5358
100644 — a/core/arch/arm/plat-sun50iw12p1/platform config.h +++ b/core/arch/arm/plat-
sun50iw12pl/platform config.h @@ -71,9 +71,6 @@

#define CFG TEE CORE NB CORE 2

-/* Full GlobalPlatform test suite requires TEE SHMEM SIZE to be at least
2MB / -#define TEE SHMEM SIZE 0x400000 -#define TEE SHMEM START
(TZDRAM BASE - TEE SHMEM SIZE) /1M for ATF*/

#define HEAP SIZE (128 * 1024)

@@ -94,10 +91,6 @@ /* TA: 1M */ #define TEE;RAM. PH SIZE TEE RAM VA SIZE

#define TEE RAM_STARTTZDRAM BASE -#define TA RAM START ROUNDUP((TZDRAM BASE
+ TEE RAM VA SIZE),

- CORE_MMU P@DIR SIZE)

-#define TA RAM SIZE ROUNDDOWN ((TZDRAM SIZE - TEE RAM VA SIZE),
- CORE_MMU PGDIR SIZE)

/devices area:0x100 0000 ~ 0xA00,0000/ #define DEVICEO PA BASE 0x02000000

“ 1) @& uboot B fdt $5F. EXINEY defconfig EITHHENAIZ, uboot EEITHABISRIRE
I LI D BCRTEA/IMERES optee, FH L BB IANZTNEBXNANTF.

“wie

diff -git a/configs/sun50iwl12pl defconfig b/configs/sun50iwl2pl defconfig index
670a2ef..d1d6fc4 100644 — a/configs/sun50iwl2pl defconfig +++ b/configs/-
sun50iwl12pl defconfig @@ -96,5 +96,6 @@ CONFIG SUNXI IMAGE VERIFIER=y
CONFIG_SUNXI KEYBOX=y CONFIG SUNXI DRM SUPPORT=y +CONFIG SUNXI EXTERN SE

CONFIG_SUNXI_MIPS=y

“ie

fdt FRIECE TN,
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{ firmware { optee { shm base = <0x48400000>; shm size = <0x00200000>;
ta_ram base = <0x48700000>; ta ram size = <0x00500000>; }; } }

“wie

:::note

1. INRFEM u-boot # kernel FHARER fdt, memory layout HEZEEZETE u-boot B fdt
E#HITERE,

2. f£MA uboot B fdt IEENER, TEIEE Optee os I BER K/, IEEBHHIRTFETE optee
os WIFBIFIBE To :::

o

W#zA TEE FiER%F.

HERFRZM TEE BEIHRNR, XESANSIER TEE #1TEE, MRAZBIARLRE,
SSBAEHRIZA REE 5 TEE XERE. Hfth os EENRNE REE RAHIEMYFR REE £H15
IXERNEFRERANEMRERBRERE 0 MEiTHE.

Aitt, EERLEAZILNIZINE TEE IF R FER IRt 8], BEAFEH PR, BEERES
EIT: B arch/arm64/boot/dts/sunxi/$ {platform}.dtsi, AN TFASB., SDK &
ZKELETE, FTREEN. THRAETNEAFNIKENT R ZFELRZT, HEXRM bl31 &
37 optee reserve, It SAN—HEH SHARED MEM+TEE MEM+TA MEM

& uboot HIEEMEAE T SHARED MEM A1 TA MEM, NIR#Z{NFEMRE TEE MEM B
¥, SHARED MEM #1 TA MEM RIA7Z7E uboot iz1TEERRULEE RIERBIRZN IS &
o

linux-5.4:

reserved-memory {
#address-cells = <2>;
#size-cells = <2>;
ranges;

b131 {
reg = <0x0 0x48000000 0x0 Ox01000000>;

};

HthRs linux:

/memreserve/ 0x48000000 0x01000000;

:::note 247 linux-4.9 FEHERRE linux-5.4 HHEMNA, 190 v853 F& L, :::
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5.3 TEE =11 EE A

TEE TR R ESTERENAEE TA/CA EBETF TrustZone FARBIINEE, TA/CA X%
J#0 TA/CA FF&3E51,
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6.1 FARMNIEEREH

FERFIEBE T longan/tee kit, B REMWINT:

X () sz

build.sh YRIFHIA

dev kit PRIFEH (FEHEX)
demo demo

platform config.mk F&EE
tools HRIFTHE

6.2 WiE

a. i&17./build.sh -t, fREHRiE TESE,
b. &17./build/sh 4i¥FiE DEMO,

6.3 ZRiFRAfEA5iBA

kg IhRE
-h BREBEE.
-t i tools BRHFHEFIFT A,

clean JEBRFIE demo miFtHt.
config HEEREFTE,

6.4 #01

BT EIRE:

WA © BSEERERHERAE. RE—TF
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o TA/CA IZITUHHIAH M

X EE
.Jdev kit/arm-plat-${platform}/export-ca/bin/tee-supplicant REREME
./dev kit/arm-plat-${platform}/export-ca/exportlib/libteec.so /lib

./dev_kit/arm-plat-$ {platform}/export-ca/exportlib/libteec.so.1 Nib
./dev kit/arm-plat-$ {platform}/export-ca/exportlib/libteec.so0.1.0 /lib

o SCFRAEY TA/CA 12FF.

demo X3 MAVEIHXH (FWE demo BIBEAR),

6.5 1&17

6.5.1 =Z1748) REE 5 TEE @58 R#iE,

${Supp dir}/tee-supplicant &

Supp_dir A E tee-supplicant BYEHs

tee-supplicant {EATIFHFHIZETT, FRIR[E], HIH & 1B To

6.5.2 &1 DEMO
6.5.2.1 helloworld
7 demo /B CA WA TA, URIAELHENER TA EHIIE,

a. ¥EIXXH

X #IE
./Jdemo/optee_helloworld/na/hello world na RRENME
./demo/optee helloworld/ta/12345678-4321-8765- /lib/optee armtz

9b74f3fc357c7c61.ta

WA © BSEERERHERAE. RE—TF
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b. i&17

me it

hello world naNA:init context
NA:open session
TA:creatyentry!
TA:open session!
NA:allocate memory
NA:invoke command
TA:rec cmd 0x210
TA:hello world!
NA:finish with 0

hello world naNA:init context

1234 NA:open session

*:{1234} TA:creatyentry!

BILAEEF TA:open session!

i NA:allocate memory
NA:invoke command: hello 1234
TA:rec cmd 0x210
TA:hello1234
NA:finish with 0

6.5.2.2 encrypt_file storage

7 demo BRIIfAEE TA £ REE IXH RS EE. . 5. BBRINE XXM

a. ¥R

X

¥z

demo/encrypt file storage/na/demo/demo
demo/encrypt file storage/ta/2977f028-30d8-478b-975c-
beeb3c134c34.ta

FEMAE
/lib/optee armtz

ai
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TR FEX D

test
g
Bl ik

dem@IZX 4R INE B L

-C

test

demoe—- Write file:test with 256 Bytes data: —-

-w 999¢c 9b 66 88 2c c8c9 195572 10 f7 c3 70 7f
test 1a 51 56 74 35 03 e4 6f 1b 40 4d 64 29 b5 ba c2
5 5256a8db03f1251c47 97 ac bfda 1d 3ff4
B ed1569a318cd 92 33 0fdf 98 b7 15 d2 fa 67
¥ a823c2ab 156848 dc00f4 9cdb 91 5b d0 80
2 70ba a3 880836 3b96 16 53 ce aa 26 c9 124f
H ecb55fa82bdc25f3db7 7b 98 4a 56 €9 4a cb6
dem@4 ed ce 2c 2489 ¢3 b9 dd 92 64 83 db f5 d2 48
8 cadeca0841 a9 4649 a4 de 93 fa'e8 5d cl ec
#l 4b 10 la ee 9a 5d 28 £7 6f 8¢ fa 4b 02 ce 13 cd
¥ 9cded5ad089b 76 ad 7b 0a a8 c3 e6 ea 31 bl
F%

%

7a 4b a0 94 28 ¢8 8¢ 97 d4 08 62 d7 56 75 25 {2
d3 7a 20 5¢ 1797 0a 12 21 32/5509 1d 86 ba 18
51 dbac 79a4 b990f9cl1 72 51 18 68 76 8a 3c
70 aa 98 07 c1 22 19 63 55 ee 6¢ f1 75 a6 89 c7
02 37 c0 27£00d 1. 21232 ¢c3 72 ¢c9 2¢c 68 54 €8 d8

—- Write file:test end! —-
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TR FEX D

test
g
Bl ik

demoe—- Read file:test 256 Bytes data: —-

T 999c9b 66 88 2c c8¢c9 195572107 c3 70 7f

test 1a 51 56 74 35 03 e4 6f 1b 40 4d 64 29 b5 ba c2
52 56 a8 db 03 f1 25 1c 47 97 ac bfda 1d 3ff4
ed 1569 a3 18 cd 92 33 0f df 98 b7 15 d2 fa 67
a8 23 c2 ab 1568 48 dc 00 f4 9¢ db 91 5b dO 80
70 ba a3 88 08 36 3b 96 16 53 ce aa 26 c9 12 4f
ec 55 fa 82 bd c2 5f3d b7 7b 98 4a 56 €9 4a c6
a4 ed ce 2c 24 89 ¢c3 b9 dd 92 64 83 db f5 d2 48
cadeca 08 11 a9 46 49 a4 de 93 fa c8 5d cl ec
4b 10 1a ee 9a 5d 28.£7.6f 8c fa 4b 02 ce 13 cd
9c de d5 ad 089b 76 ad 7b 0a a8 c3 e6.ea 31 bl
7a 4b a0 9428 c8 8¢ 97 d4 08 62 d7 56 75 25 {2
d37a205¢1797 0a12213255091d 86 ba 18
51 db ac 79 a4 b9 90 f9 c1 7251 18 68 76 8a 3c
70 aa 98 07 c1 22 1963 55 ee 6¢ f1 75 a6 89 c7
02 37 c0 27 f0dl 21 32 c3 72/c9 2c 68 54 €8 d8

—- Read file:test end! —-
demddelete file:test:!
-d
test
demd2~"EES
-h

6.5.2.3 base64-usage

7 demo BTRIREM base64 MM ANAIFEA,

a. HENHIXH
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X

EE

./demo/base64-usage/na/base64 demo
./demo/base64-usage/ta/b0e8fef8-b857-4dd4-
bfa6088373069255.ta

RREME
/lib/optee _armtz

. BT
e Tt
base64 demo input bytes:

-e 123456

-e RNFEER
BIFTH, B
NFERFXSR—

A

TFT

base64 demo
-d EjRW

-d BHEER
BNFTE

0x12 0x34 0x56
NA:open session
TA:creatyentry!
TA:open session!
NA:allocate memory
TA:rec cmd 0x221
input size:3

encode result:

EjRW

NA:finish with 0

NA:open session
TA:creatyentry!
TA:open session!
NA:allocate memory
TA:rec cmd 0x222
input size:4

decode result:

0x12 0x34 0x56
NA:finish with 0

o IR{H44 TA BY base64 LIAYENO

#0O

i

size t EVP_EncodeBlock(uint8 t dst, const
uint8 t src,size t src len);

X} src FFIE1A src_len B9 u8 %A
HITYRD, WHE dst, MHMNFRSR
RN\0’ &, REMENRBEFHE

KE, FELERN\0’

WA © BSEERERHERAE. RE—TF
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#O WiEA
int EVP_EncodedLength(size t out len, size t 8 len KEMNRNTESRIB/FRIDEH
len); BHEKE, 5% out len 1, i+ &K

int EVP_DecodedLength(size t out len, size t  IHiR[E] 1, {H&ELKIRE 0
len);

int EVP_DecodeBase64(uint8 _t out, size t Xt in FFIEKA in_len BYRINHITHE

out len,size t max out, const uint8 t *in,size t 3, #HHZE out, FEFEEMNKEEN

in len); out_len,max_out I out ¥ ZHY
buffer BIK/\. AEINHR[E 1, KBER
[El 0,

6.6 HFACE

TENEFRHE TA/CA RIIAIEE K, RIEER, XERRE—EXER, BEXIEEE demo By
o

6.6.1 TA

a. 7 TA JEiRBIE ER6IZE Makefiles 22 L TR B,

RE WA

BINARY=$(UUID) RARERN.td XIS HER, TEE & TA N2 UUID IXHERi%
Bz, 15 TA B9 UUID —3K

include TA E4RIZFHN ZHFIERHRGIENEE, £/ dev ki/arm-plat-
${DIR}/ta dev kit.mk ${chip}/export-ta arm32/mk/ta dev kit.mk #{T4
F

b. EFRIENIREREE sub.mk, IRERFER:

ks 3]

srcs-y += filename filename MINZRIF

subdirs-y += dirname include dirname THY sub.mk

global-incdirs-y += dirname ¥ TA FSAXHERE R

cflags-/-y += c X 4miE flagfilename AEMBIXH, cflags-y XFE ¢ XHEERK
aflags-/-y += s X44RiF flag

cppflags-/-y += c & s Xt4iF flag

TA PRIVATE FLAGS += YERELERL TA B9 elf BYERM flag
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c. B user ta header defines.h X{igfit TA HEE

OPTEE OS 77 TA HSRIEXENE BT TA EBEEIZ1THIR,

W0 TA BYEHR, TA B] BRI ANELNEE, MEEABRARE, 1R TA FEFEARAKHERK
ZSa), $598% TA STACK SIZE. TA DATA SIZE #9{&, it OPTEE OS # TA KBS ke

8o
= (3:2
TA UUID TA 8 uuid, 5 $(BINARY) —%

TA FLAGS E17ECE, £ demo FAIAERIA,
SEEEEIM O dev kit/arm-plat-${chip}
/export-ta_arm32/include/user ta header.h
TA STACK SizE/)\
TA DATA SI#EK/)

d. B&#A TEE TA API B9k 12 TEE TA API ERAISCHL

I iR
TEE Result TA CreateEntryPoint(void) 7 TA
RIElE
void TA DestroyEntryPoint(void) *xi TA
AY[ElE
TEE Result TA OpenSessionEntryPoint(uint32 t nParamTypes, BUEH
TEE Param pParams[4], void **ppSessionContext) session
B[l
void TA CloseSessionEntryPoint(void *pSessionContext) X 7]
session
BrA9EE
TEE_Result TA InvokeCommandEntryPoint(void *pSessionContext, WITER <
uint32 t nCommandID, uint32 t nParamTypes, TEE Param AY[ElE

pParams[4])

6.6.2 CA

a. 851 TEE client API B93LXX M,
b. JAA TEE client API 5 TA X g, ¥4 demo,
c. ¥ dev kit/arm-plat-$ {platform}/export-ca/include MAEZEHR
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d. ¥ dev kit/arm-plat-${platform}/export-ca/exportlib JIANEEZEE R,
e. A "-lteecEWLEIESSI TEE client API M&hZSE libteec.soo

6.6.3 TA %2

a. ¥TF/XH TA INZE

X F 2 TA IIZHFE S, E£#EMA./build.sh config EFIZFEESIRT encrypt TA(y/n): ,y.
n WY EEX TA #{TIE,secure os M TA BI=Boh¥ i TA BEHEME.

b. EEEMEZEA

TA MEEA@EL aes #H1T, BHEKERN 128bit(16 FT), FHAE dev kit/arm-plat-
${platform}/export-ta arm32/keys/ta aes key.bin XH&/H, MNRFEEN TA INEZFEHB
A, BBt bin X

S ER efuse HY ssk key X TA #1THEE. 1BHARLL aeskey SitA B efuse AR ssk key
_E&o
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B

TR EARRHITINERE, LREAMEREE N, HIRINEHR. WHHEHNRE, XEE
B key WERERINGEP, KR IEEE dragonSN TH#H1T, key RENARESZ, &
MREFLEFES TR, TERIE key FHERIANEIT MR,

7.1 efuse

REECH AN efuse £, REEER. BT sid #RIRIFEl, efuse FRARABR I AMERD, REMIF
K&, A efuse RURENERASCHRESME, BEWMTF:

OERES  ARdELR L efuse  HILR L efuse

zZe E3 iEH
[ - =[] 0
o KREE
= T Ex7
8 [5H =]

5 ik =
e [ |
keyEtr  [[dhird] efuse D e R 1 = Bitkkey|
key type efuse j

1EMZE A, as

81z

7-1: DragonSN /ERZ £ efuse BBE

e efuse map

efuse TEEGHIRITITRIS, FEERRIFERBIFH key, 81 key EENOH efuse FITEAE(L
BIEERSHR efuse map.
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7.2 flash

REFCHIM flash £, IRIFFRFHN flash KEBIARAR, 2HARE key MAE key Fif,

7.2.1 &% key(secure storage)

RT77E flash b, EANBERRFEZERX. BERN flash BELERE. EEEFAIRIE
BRo

o RRECE
Config Item E
23 |G B

BEHEE | Eekey B

TS |Ehi|:lil:| |

key type  |flash ]

B . efuse
ot —
B

7-2: DragonSN EREZE key A&

7.2.1.1 keybox

%N %2 key, XERFREN key F2FREBENX, MEFRFH secure os MESWNEX. FF
=,OPTEE OS £/ efuse H#Y SSK key RINZEANEIE, A7 RIEFIELE, 1BERER SSK G
#1T keybox #IEMER. FH.

a. keybox 7%

keybox i F secure storage H, dragonSN %R TEREEIETE key 5RE secure storage.
key @ERERE keybox #, B uboot 1R key B FRE

uboot BIIFELE keybox list ¥ HFIERE key BB NFEREFEI keybox Y key, =N
ERF. INHEHAER IR,
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keybox list MIELZE{IF devides/config/chips/${chip}/configs/default/env.cfg 5, £
ES9DE key. FTEHGIFH, BRIFZMA rsa_key 3 ecc key o testkey B key SRT7FE!
keybox f# secure os f#ZFER.

keybox list=rsa key, ecc key, testkey

b. ER

i#d dragonSN T E#{TIEF

o | =4 |
| #4 | o gkme—»
PC —Lpc FEESH» uboot Se;l.;re
3.3 E N
|z |
=
smiamBmmsE || | —os

Secure storage

|

Secure
storage

iy
|53

7-3: key %R keybox N2

c. LEBIME

uboot i#EY key /3i%%! secure os. secure os fEFRRETF, it TA @BIZEOAA,
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IMEBERET
| iz | | B8 |
| B T
uboot |[—2.i2{tE48— SeGLrg
Os
1 |
4 tai@ it
LIZEUM#ZFRE . — . — Z45HH
| i
| =5 v
Secure
storage Ta

7-4: key M keybox HiNZAISFE

7.2.2 #hHF key(private storage)

fRTF1E private P X, EFNKELSXARTENEINGEF, EFREEMREFEREE flash #, X
HEFEPXNBRENEN. FMFAE S XFEEE sys_partition.fex EEEM LU TAR.

[partition]
name = private
size = 1024
user type = 0x8000

key RFEIXHRA key BB, AJLLUEE X FRS7RE key BIRR

o JRRECE
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[ Config Item
8 |8 =]

e A Akey B2
SREl  [dind |
KeyEFr  |chipid |

key type ]ﬂash __11
EmEiss | |

187

7-5: DragonSn /&RFAE key icE

o XML

2775 private ?XARRIFALE, ¥ private P XTI B LS F#HTIEAK. X FRERXILH

DX, & key HFEEHITOREI,
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AR W
Va6l EE=]

chipid |

RE AR EKEY BzhRE RN,

fEriboX i
AT ERETkey

7-6: WAL EIX

o XHFHRER

key RFEIXHR N key BRMBIAEH, XAFREAIUAERRIMECE.,
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Global Config
BEENE [0 |

REE |}E%key LJ

HIEETP | |

FiEEmROS [0 |

HEERAE | |

HIEEED | |

HBE | |

g ih‘[iu:ru:usu:uft QL Serwer :_j

TS |

A% | |

HRAE | |

Eﬁ%@| |

EEEE| |

et |

Wi fILTWfactory

T BV

7-7: BhE key ERBR

::warning 9 F A AR IEEUIEFAE key, RN NERFZIAE key BIERIARRR,
MREHT key BRRERRER, B TERTESCIMEIE BN,

£ sys_config.fex FfEH $(keyname) filename= "s(path to key file)" FIFERIEE key BYIE
BY,
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Bl TEE g iRais s R

TrustZone EXRLZ 2 5FREHREEMH LHITIRE, RL2RFEEMEITH RN EHR pch
LR THBNE TG BRETHEAERE, KBMRETLEERECHARN. KFENEBRE
K. AEEEMENE (W0 nand) , Fit TEE AR EEBEREFNHETRRTEREFICHINE
/T B, it TrustZone HAMSEHABNEIS S, TEE BRNBIEREREFICHIMEMET
FiLH, RERRIEEER. optee TR IZERNLI, AILIAT TEE HEHHIENI=BER
%o

8.1 OPTEE Secure Storage LhAEHESE

OPTEE Secure Storage B3RN0 T:

Normal World Secure World
@
o
7] TA
2
-] 'EE Suppm GP Internal API Library
TEE Trusted Storage Sve. Call
3
n File System Driver
@
=
*
Manager

8-1: OPTEE Secure Storage #{4Z24
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8.2 XFR{ERIZ

TA AR GP Trusted Storage API M E# 0O, tFO=1ARA TEE Trusted Storage Ser-

vice FIBYFE% syscall SEIFANEI OPTEE B kernel space /1, 3% syscall 2i8FE—&5%# TEE

File Operation Interface & OREMEE NNEIE, TEE XHFRAXIKE NEIEEITING, A

fEiEE—£%8 RPC JE2M TEE supplicant &% REE X Eap<UNBMZNEIE, TEE

supplicant XXLE7H S#H TR, IREBSHVE EMBNHIBEEREIN MM Linux XHRSEH
(BRIAZ/data/tee BR) . U LN EEHIBIRIE, SRRV IELEM,

8.3 f£F OPTEE Secure Storage /4 REE {2 HIN&E XX
e

FcE TA EXARSIRIARA OPTEE OS #MM&E(#EEO, It REE RO, FEEERIm
EFf#E. BATS%E demo 8 encrypt file storage.
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a. TrustZone
1. PRD29-GENC-009492C trustzone security whitepaper.pdf
b. GlobalPlatform

GPD TEE SystemArch v1.1.pdf

GPD TEE Client API v1.0 EP v1.0.pdf

GPD TEE Internal Core API Specification v1.1.pdf
GPD TEE TA Debug Spec v1.0.pdf
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c. OPTEE

1. https://www.op-tee.org/documentation/

2. optee os/documentation/secure storage.md
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