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1.1 XHEfET

ISR NA CE EapiVigit4at. Wi2. API #0, B8 E CE #OE0MBEENIELD,

1.2 BiRRE

EHREIRITAR, BKhRE. #iPAR, NAFAAR.

1.3 EAE

N/
[

® 1-1 EFEmYIER

Pl | AZhREs IXEh

V833 Melis drivers/hal/source/ce/*
R328 FreeRTOS drivers/hal/source/ce/*
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2.1 BIRINEETER

CE BREBZFHIMMEE. IENEE. HEBEREHTHIENMEBNAEEIIE. CE RIRETEX

REERNT:

e AES E’% ECB/CBC/CTR/CTS/OFB/CFB/CBC-MAC/XTS F#&H.

e HASH & A MD5/SHA1/SHA224/SHA256/SHA384/SHA512/HMAC-SHA1/HMAC-

SHA256.

o FEXIHRE X RSA512/1024/2048/3072/4096.

2.2 FHXRRENE

2.3 BERECETNR

H menuconfig FEEEWT:

CE: Crypto Engine, B;(5|%, LIET#R{E SS

AES: Advanced Encryption Standard, SZ%&NZ5E

3DES: 3DES &F DES B—FZuH#E %, ©EA 3 & 64 (BRI EIEHIT=RN
CBC: Cipher Block Chaining mode, MMZRFERT

ECB: Electronic Code Book mode;, HBFZHIEAIER

r3
2
&

Kernel Setup --->
Drivers Setup --->
SoC HAL Drivers --->
CE devices --->
[*] enable ce driver
[*] enbale ce hal APIs Test command
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2.4 CE RIEEMNE

IXTh{iiF source/drivers/hal/source/ce.

hal/

— source

| = ce

| | | ce_common.c ; CEARRIFRE OB
| | |— ce_common.h ; CEifERE O BRBSL U4

| | F hal_ce.c ; CERB IR

| | F hal_ce.h ; CERB RN

| | | Makefile

| | L— platform.h s FREERXMH

| |} platform

| | ce_sun8iwl8.h BT AEE K

| L— ce sun8iwl9.h BRI SEE K
— include/hal

— sunxi_hal ce.h ; CEA R O REL

WRAFRE © BseEREROERAE. RE—TNF 3




@ LWIWER
MXHEER: WE

3.1 #&AOYIR

CE fR#ayz0O5RMOT:

int sunxi_ce_init(void);

int do aes crypto(crypto aes req ctx t *req ctx);
int do hash crypto(crypto hash req ctx *req ctx);
int do rsa crypto(crypto rsa req ctx *req ctx);

3.2 #&OEAEA

3.2.1 CE #ltaftiz

b
2

. int sunxi ce init(void)

TheE: CE ERG1L, EZENFPET. clk 1S

o T
R[EE:

o 0 RRERATH
o TABATREIW

3.2.2 AES BAME=EZO

o [F8: int do_aes crypto(crypto_aes req ctx t *req ctx)
o IfEE: FELINT AES BIEHITMMES
o B

o /9 AES 8% FTFXHILEME
o R[EE:
o 0 KXTHIN
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o TEARARKN
o ETFXXEIRLSH:

typedef struct {

uint8 t *src_buffer;

uint32_t src_length;

uint8 t *dst buffer;

uint32 t dst length;

uint8 t *iv;

uint8 t *key;

uint32_t key length;

uint32_t dir;  /*0--M0%, 1--fE%E*/
uint32_t mode; /*AESEAMIRI(*/
} crypto aes req ctx t;

3.2.3 HASH BZE8#&E0O

e FA: int do hash crypto(crypto hash req ctx *req etx)
o ThEE: FEILWMXY HASH BIEFITIEE
o Y

e 1 HASH 5% £ FXBILEK
o R[EE:

o 0 RRERATN
o ABATRKE

o ETXEIELH:

typedef struct {

uint8 t *src buffer;

uint32_t src_length;

uint8 t *dst_buffer;

uint32 t dst length;

uint8_t md[SHA_MAX DIGEST SIZE];
uint32 t md size;

uint32 t type; /*hashBEHUER*/
uint32_t dir;

uint32 t padding mode; /*hashBARVEZEIER*/
} crypto _hash req ctx;

#iE: BRRERARREN, REMBREOSKRKALER,
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3.2.4 RSA B xiz8#0O

e [FE: int do rsa crypto(crypto rsa req ctx *req ctx)
o IfEE: EELINT RSA BIEHITINMER
o B

e 73 RSA B EFXHILEMK
o R[EE:

o 0 fURALIN
o EAREKN

o ETRXEIREM:

typedef struct {

uint8 t *key n; /*AHEH*/
uint32 t n_len;

uint8 t *key e; /*iRigEk*/
uint32_t e len;

uint8 t *key d; /*FAfH*/

uint32 t d len;

uint8 t *src buffer;

uint32 t src_length;

uint8 t *dst buffer;

uint32_t dst length;

uint32 t dir; /X0--m0%, 1:-fiRE*/
uint32_t type; /*RSABEEMIIEZ(*/
uint32 t bitwidth; /*RSABEA(LIZE*/
} crypto _rsa req ctx;

#iE: BRRERARI, REMBROSGKRKALER,
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AFEHZEOR—, MRS, REXTERERICREY, RT-Thread #H T hwerypto BN
FRZRIRGHIEZS, HITIET ENMNLZ2EZREN. sunxi BLIER RT-Thread B hwcerypto B4
IR IREHIESS (BRI RERS AES &%), R UEZEFER hwerypto B9 API #0807, H
F hwerypto WEERNIZEORSZ, XBREEFER AES BEMNEONSE, HtEOTUSE
RT-Thread B,

4.1 symmetric I&&EEEC

4.1.1 RIEXFRINEE ETX

o [FEY: structrt hwcrypto ctxrt hwerypto symmetric create(struct rt_ hwcrypto device
device, hwcrypto type type);

o IhRE: WTRINFREIRERIAIIN, CIRXIFRINARE £ FX

o B

o INRZGE AN, 1%E3F rt hweryptodev default() BIA]
o XM REEZER

o R[EE:

o HttA&RAMIN
e NULL AFREK

4.1.2 KEMBEEEH

o [FH: rt hwcrypto symmetric setkey(ctx, key, keybits);
o INEE: RIBXNMIMBBNLETX. BRSEARKE, REMEZZIA
o B

o FTX
o HWANZR
o BRKE

o R[EE:

e RT EOK AN
o HREXK
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4.1.3 KEXNMIMBZVIBKEE

7

[RB: rt err t rt hwcrypto symmetric setiv(struct rt hwcrypto ctx ctx, const

rt_ uint8 tiv, rt_size tlen);
Ihee: BB EN LT, B knESREKE, REXNTINEEBLRE
o Y

o FTX
o MtAkAE
o NGB EKE

R[EE:

e RT_EOK {&RmHIh
o HtARKW

4.1.4 mfE=EO

o [FEY: rt err trt hwcerypto symmetric_crypt(struct rtishwerypto etx ctx, hwerypto mode
mode, rt_size t length, const rt uint8 t in, rt uint8 t *out);

o IffE: XTEUBEHITINMRE

o S

[ ] J:_FK
IR
HIEKE
MINEUE
faithEkdE

o IR[EE:

e RT EOK A&k IN
o HREXK
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KBRS Sl

AIBERE APIs MRS (/source/ekernel/drivers/test/test ce.c) o

R
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